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1. Introduction

Thi s docunent introduces the FCAST reliable and scal abl e obj ect
(e.g., file) delivery application. Two variants of FCAST exist:

0 FCAST/ALC, which relies on the Asynchronous Layered Codi ng (ALC)
[ RFC5775] and Layered Codi ng Transport (LCT) [RFC5651] reliable
mul ticast transport protocol, and

o0 FCAST/NORM which relies on the NACK-Oriented Reliable Miulticast
(NORM [ RFC5740] transport protocol

Hereafter, the term " FCAST" denotes either FCAST/ALC or FCAST/ NORM
FCAST is not a new protocol specification per se. Instead, it is a
set of data format specifications and instructions on howto use ALC
and NORM to inplenent a file-casting service.

FCAST is expected to work in nmany different environments and is
designed to be flexible. The service provided by FCAST can differ
according to the exact conditions under which FCAST is used. For

i nstance, the delivery service provided by FCAST mi ght be fully
reliable, or only partially reliable, depending upon the exact way
FCAST is used. |Indeed, if FCAST/ALC is used for a finite duration
over purely unidirectional networks (where no feedback is possible),
a fully reliable service nay not be possible in practice. This is
different with NORM which can collect reception and | oss feedback
fromreceivers. This is discussed in Section 6.
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The delivery service provided by FCAST nmight also differ in terns of
scalability with respect to the nunber of receivers. The FCAST/ALC
service is naturally massively scal able, since neither FCAST nor ALC
limts the nunber of receivers (there is no feedback nessage at all).
Conversely, the scalability of FCAST/NORMis typically limted by
NORM itself, as NORMrelies on feedback nmessages fromthe receivers.
However, NORM is designed in such a way to offer a reasonably

scal abl e service (e.g., through the use of proactive Forward Error
Correction (FEC) codes [RFC6363]), and so does the service provided
by FCAST/NORM This aspect is also discussed in Section 6

A design goal behind FCAST is to define a streamined solution, in
order to enable |ightweight inplenentations of the protocol stack and
tolimt the operational processing and storage requirenents. A
consequence of this choice is that FCAST cannot be considered a
versatile application capable of addressing all the possible use-
cases. On the contrary, FCAST has sone intrinsic limtations. From
this point of view, it differs fromthe File Delivery over
Unidirectional Transport (FLUTE) [RFC6726], which favors flexibility
at the expense of sone additional conplexity.

A good exanpl e of the design choices neant to favor sinplicity is the
way FCAST manages the object netadata: by default, the netadata and
the object content are sent together, in a Conpound Cbject. This
solution has nmany advantages in terns of sinplicity, as will be
described later on. However, this solution has an intrinsic
limtation, since it does not enable a receiver to decide in advance,
bef ore begi nning the reception of the Conpound Object, whether the
object is of interest or not, based on the information that may be
provided in the netadata. Therefore, this docunent discusses
additional techniques that nmay be used to mitigate this limtation.
When use-cases require that each receiver downl oad the whol e set of
objects sent in the session (e.g., with mrroring tools), this
limtation is not considered a problem

Finally, Section 4 provides guidance for conpliant inplenentation of
the specification and identifies those features that are optional

1.1. Requirenments Notation
The key words "MJST", "MJST NOT", "REQU RED', "SHALL", "SHALL NOT",

"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "COPTIONAL" in this
docunent are to be interpreted as described in [RFC2119].
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1.2. Definitions, Notations, and Abbreviations
Thi s docunent uses the follow ng definitions:

FCAST/ ALC. denotes the FCAST application running on top of the
ALC/ LCT transport protocol

FCAST/ NORM  denotes the FCAST application running on top of the NORM
transport protocol

FCAST: denotes either FCAST/ ALC or FCAST/ NORM

Compound Obj ect: denotes an ALC or NORM transport object conposed of
t he FCAST Header and the hject Data (sone Conpound Cbjects may
not include any bject Data).

FCAST Header: denotes the header prepended to the Ohject Data, which
together formthe Conpound Object. This FCAST Header usually
contai ns the object netadata, anong ot her things.

bj ect Data: denotes the original object (e.g., a file) that forns
t he payl oad of the Conpound bject.

Carousel: denotes the building block that enables an FCAST sender to
transmt Conpound Objects in a cyclic manner.

Carousel Instance: denotes a fixed set of registered Conpound
hj ects that are sent by the carousel during a certain nunber of
cycl es. \enever Conpound Objects need to be added or renoved, a
new Carousel |nstance is defined.

Carousel Instance Descriptor (CID): denotes a special object that
lists the Conpound (bjects that conprise a given Carouse
I nst ance.

Carousel Instance IDentifier (ClID): nuneric value that identifies a
Carousel | nstance.

Carousel Cycle: denotes a transm ssion round within which all the
Compound (bj ects registered in the Carousel |Instance are
transmtted a certain nunber of times. By default, Compound
hjects are transnitted once per cycle, but higher val ues, which
m ght differ on a per-object basis, are possible.
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Transport Cbject ldentifier (TAO): denotes the nuneric identifier
associ ated with a specific object by the underlying transport
protocol. In the case of ALC, this corresponds to the TO
described in [RFC5651]. 1In the case of NORM this corresponds to
the Nor mlransportld described in [ RFC5740].

FEC bj ect Transnission Infornmation (FEC OTl): FEC information
associated with an object and that is essential for the FEC
decoder to decode a specific object.

2. FCAST Data Formats
This section details the various data formats used by FCAST
2.1. Compound Object Format

In an FCAST session, Conpound Chjects are constructed by prependi ng
t he FCAST Header (which usually contains the netadata of the object)
to the hject Data (see Section 3.2). Figure 1 illustrates the
associated format. Al multi-byte fields MJST be in network (Big
Endi an) byte order.

0 1 2 3
01234567890123456789012345678901
B s S S i i i ks a ks st S S S S S S
| Ver |Resvd| G C| MDFnt | MDEnc | Checksum |
R R R R e e s o S e R S S S S S S e e e e e
| FCAST Header Length

T S e i S e i e S e e it i S i i U i B i e e il
| bj ect Metadata (vari able |ength)

| R e i T S e S o o I T T R S
| | Paddi ng (optional) |
R R R R e e s o S e R S S S S S S e e e e e
|

<—-ao-sc—— >

hj ect Data (optional, variable |ength)

Fi gure 1: Conmpound Object Fornat
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The FCAST Header fields are:

3-bit field that MJUST be set to 0 in this

specification and that indicates the FCAST protocol
versi on numnber.

Ver si on

indicates that the field contains UTF-8 encoded
[ RFC3629] text. A value of 1 indicates that the
field contains &ZI P [ RFC1952] conpressed UTF-8
encoded text.

| | |
| | |
| | |
| Reserved | 3-bit field that MIST be set to O in this |
| | specification and is reserved for future use. |
| | Receivers MIST ignore this field. |
| | |
| G| 1-bit field that, when set to 1, indicates that the |
| | checksum enconpasses the whol e Conmpound Obj ect |
| | (dobal checksum). Wen set to 0, this field |
| | indicates that the checksum enconpasses only the |
| | FCAST Header. |
| | |
| C| 1-bit field that, when set to 1, indicates that the |
| | object is a CID. When set to 0, this field |
| | indicates that the transported object is a standard |
| | object. |
| | |
| Metadata | 4-bit field that defines the format of the Object |
| Format | Metadata field (see Section 7). An HITP/1.1 |
| (MDFnt) | metainformation format [RFC2616] MJUST be supported |
| | and is associated to value 0. Oher formats (e.g., |
| | XM.) may be defined in the future. |
| | |
| Metadata | 4-bit field that defines the optional encoding of |
| Encoding | the Cbject Metadata field (see Section 7). Two |
| (MDEnc) | values are currently defined. A value of O |
| | |
| | |
| | |
| | |
| | |
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Checksum | 16-bit field that contains the checksum conputed
over either the whol e Conmpound Object (when Gis set
to 1) or over the FCAST Header (when Gis set to 0),
using the Internet checksum al gorithm specified in

[ RFC1071]. Mbore precisely, the Checksumfield is
the 16-bit one’'s conplenent of the one’s conpl enent
sumof all 16-bit words to be considered. If a
segment contains an odd nunber of octets to be
checksunmed, the last octet is padded on the right
with zeros to forma 16-bit word for checksum
purposes (this pad is not transnmitted). While
conputing the checksum the Checksumfield itself
MJUST be set to zero

FCAST
Header
Length

| |
| |
| |
| |
| |
| |
| |
| |
| |
| |
| |
| |
| |
| 32-bit field indicating total length (in bytes) of
| all fields of the FCAST Header, except the optional
| padding. An FCAST Header Length field set to val ue
| 8 neans that there is no netadata included. Wen
| this size is not a nultiple of 32-bit words and when
| the FCAST Header is followed by non-null bject |
| Data, padding MJUST be added. It should be noted
| that the Object Metadata field maxi num size is equal
| to (2232 - 8) bytes. |
| |
hj ect | |
Met adat a | |
| |
| |
| |
| |
| |
| |
| |
| |
| |
| |
| |
| |
| |
| |
| |
| |
| |
| |

Vari able-1ength field that contains the netadata
associ ated to the object. The format and encodi ng
of this field are defined by the MDFnmt and MDEnc
fields, respectively. Wth the default format and
encodi ng, the Cbject Metadata field, if not enpty,
MJUST contain UTF-8 encoded text that follows the
"TYPE" ":" "VALUE" "<CR-LF>" format used in HITP/1.1
for metainformati on [ RFC2616]. The vari ous

net adata itens can appear in any order. The

recei ver MJST NOT assune that this string is NULL-
term nated. When no netadata i s conmunicated, this
field MUST be enpty and the FCAST Header Length MJST
be equal to 8.

Paddi ng Optional, variable-length field of zero-val ue bytes
to align the start of the Cbject Data to a 32-bit
boundary. Padding is only used when the FCAST
Header Length value, in bytes, is not a nultiple of
4 and when the FCAST Header is followed by non-nul
bj ect Dat a.
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The FCAST Header is then followed by the Cbject Data, i.e., either an
original object (possibly encoded by FCAST) or a CID. Note that the
I ength of the Cbject Data content is the ALC or NORM transported
object length (e.g., as specified by the FEC OTl) minus the FCAST
Header Length and optional padding, if any.

2.2. Carousel Instance Descriptor Fornat

In an FCAST session, a CID MAY be sent in order to carry the Iist of
Compound Obj ects that are part of a given Carousel Instance (see
Section 3.5). The format of the CID that is sent as a speci al
Conmpound Object is given in Figure 2. Being a special case of
Compound Object, this format is in line with the format described in
Section 2.1.

0 1 2 3
01234567890123456789012345678901

B T i S S i i S S i kT i i S SR SR
| Ver |Resvd| g C|] MDFnt | MDENC | Checksum |
R o i o e s el it I o o e e e e i ol S o o S
| FCAST Header Length | h
R R e S I o T i i R i R i R i e T e i i R aah Sl R R d
| (hj ect Metadata (variable |ength) | r
| T S el i R S R S R S e i o
| | Paddi ng (optional) |
T et o i o e e ettt i s SR R SR
AN

bj ect List (variable |ength) |

.0

+-+-4+-+-+-+-+-+-+ b

: | i
e o T i e e e TR T Eh v

Fi gure 2: Carousel Instance Descriptor Format

Because the CIDis transnitted as a special Conpound Object, the
following ClDspecific netadata entries are defined and MUST be
support ed:

0 Fcast-CID-Conplete: this is an optional entry that, when set to
"Fcast-Cl D Conpl ete: 1", indicates no new object (if we ignore CID
Conmpound Objects) in addition to the ones whose TOs are listed in
this CID or the ones that have been listed in the previous ClIXs),
will be sent in the future. Conversely, if it is set to
"Fcast-CI D-Conplete: 0", or if this entry is absent, it indicates
that the session is not conplete. An FCAST sender MJST NOT use
any other value for this entry.
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0 Fcast-CID-ID: this entry contains the Carousel |nstance
I Dentifier, or CIID. It starts from O upon FCAST session creation
and is incremented by 1 for each new Carousel Instance. This
entry is optional if the FCAST session consists of a single,
conmpl ete Carousel Instance (no need for the FCAST sender to
specify it and for the FCAST receiver to process it). In all
other cases, this entry MIST be defined. |In particular, the CID
is used by the TO equival ence nechani sm thanks to which any
object is uniquely identified, even if the TO is updated (e.g.,
after re-enqueuing the object with NORM. The Fcast-ClID-1D val ue
can al so be useful for detecting possible gaps in the Carousel
I nstances, for instance, gaps caused by | ong di sconnection
periods. Finally, it can also be useful for avoiding problens
when TO wapping to O takes place to differentiate the various
incarnations of the TOs if need be.

The followi ng standard netadata entry types are al so used
(Section 3.3):

0 Content-Length: specifies the size in bytes of the Cbject List,
before any content encoding (if any).

o Content-Encodi ng: specifies the optional encoding of the bject
Li st, performed by FCAST.

An enpty Object List is valid and indicates that the current Carousel
I nstance does not include any objects (Section 3.5). This can be
specified by using the follow ng netadata entry:

Content-Length: O

or sinply by leaving the Object List enpty. In both cases, padding
MUST NOT be used, and consequently the ALC or NORM transported object
length (e.g., as specified by the FEC OTl) m nus the FCAST Header
Length equal s zero.

The oject List, when non-enpty and with MDEnc=0, is UTF-8-encoded
text that is not necessarily NULL-terminated. It can contain two

t hi ngs:

o alist of TO values, and

o a list of TA equival ences.

Alist of TOs included in the current Carousel Instance is specified
as an ASCI| string containing comma-delimted individual TAO val ues

and/or TA intervals. Individual TO s consist of a single integer
value, while TA intervals are a hyphen-delimted pair of TO val ues
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to indicate an inclusive range of TO values (e.g., "1,2,4-6" would
indicate the list of TO values of 1, 2, 4, 5, and 6). For a TA
interval indicated by "TO _a-TA _b", the "TA _a" val ue MJST be
strictly inferior to the "TO _b" value. If a TO wapping to 0
occurs in an interval, then two TO intervals MJST be specified:

TA _a- MAX_TA and 0-TA _b.

This string can also contain the TO equival ences, if any. The
format is a conma-separated |ist of equivalence TO value pairs with
a delimting equals sign '=" to indicate the equival ence assi gnnent
(e.g., " newld "=" 1stTO "/" 1stClID "). Each equival ence

i ndicates that the new TO, for the current Carousel |nstance, is
equivalent to (i.e., refers to the sane object as) the provided
identifier, 1stTO, for the Carousel Instance of ID 1stClID. |In the
case of the NORM protocol, where Norniransportld val ues need to
nmonot oni cal Iy increase for NACK-based protocol operation, this allows
an object froma prior Carousel Instance to be relisted in a
subsequent Carousel Instance with the receiver set inforned of the
equi val ence so that unnecessary retransmni ssion requests can be

avoi ded.

The ABNF [ RFC5234] is as follows:

cid-list = *(list-elem*( "," list-elem)
list-elem = toi-elem/ toieg-elem
toi-elem = toi-value / toi-interval

t oi -val ue = 1*DIAdT

toi-interval = toi-value "-" toi-val ue

; additionally, the first toi-value MIST be
; strictly inferior to the second toi-val ue

toieg-elem = "(" toi-value "=" toi-value "/" ciid-value ")"
ciid-val ue = 1*DIAT
DAT = 9%30-39

; adigit between 0 and 9, inclusive

For readability purposes and to sinplify processing, the TA

values in the Iist MJUST be given in increasing order, handling wap
of the TAO space appropriately. TO equival ence elenments MJST be
grouped together at the end of the list in increasing newlfQ order.
Specifying a TO equival ence for a given newld relieves the sender
from specifying newlO explicitly in the TO list. A receiver MIST
be able to handle situations where the sane TO appears both in the
TA value and TAO equivalence lists. Finally, a given TO value or
TA equival ence item MIST NOT be included nmultiple tines in either
list.
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3.

3.

For instance, the followi ng Object List specifies that the current
Carousel Instance is conposed of 8 objects, and that TOs 100 to 104
are equivalent to TOs 10 to 14 of Carousel Instance ID 2 and refer
to the sane objects:

97,98, 99, (100=10/2), (101=11/2), (102=12/ 2), (103=13/ 2), (104=14/ 2)

or equivalently:

97-104, (100=10/ 2), (101=11/2), (102=12/ 2), (103=13/ 2), (104=14/ 2)
FCAST Princi pl es

This section details the principles of FCAST.

1. FCAST Content Delivery Service

The basic goal of FCAST is to transnit objects to a group of
receivers in a reliable way, where the receiver set nay be restricted
to a single receiver or may include possibly a very |arge nunber of
receivers. FCAST supports two fornms of operation

1. FCAST/ ALC, where the FCAST application works on top of the
ALC/ LCT reliable nmulticast transport protocol, w thout any
feedback fromthe receivers, and

2.  FCAST/NORM where the FCAST application works on top of the NORM
transport protocol, which requires positivel/negative
acknow edgnments fromthe receivers

This specification is designed such that both forns of operation
share as nmuch comonal ity as possible. Section 6 discusses sone
operational aspects and the content delivery service that is provided
by FCAST for a given use-case
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3.2. Conmpound nject and Metadata Transm ssion

FCAST carries netadata el enents by prepending themto the object they
refer to. As a result, a Conpound Cbject is created that is composed
of an FCAST Header followed by the Cbject Data (Figure 3). This
header is itself conposed of the object netadata (if any) as well as
several fields (e.g., to indicate format, encodi ng, or boundaries
(Section 2.1)).

A e Compound (bject ----------------------- >
o e e e e e e e e o e e e e e e e e e e e e e e e e e e +
| FCAST Header | oj ect Data

| (can include netadata) | (can be encoded by FCAST) |
o e e e e e aa oo oo e e e e e e e e e e eme e oo +

Fi gure 3: Compound hject Conposition

Attaching the netadata to the object is an efficient solution, since
it guarantees that netadata are received along with the associ ated
object, and it allows the transport of the netadata to benefit from
any transport-layer erasure protection of the Conpound Cbject (e.g.
usi ng FEC encodi ng and/ or NACK-based repair). However, a limt of
this scheme is that a client does not know the netadata of an object
before beginning its reception, and in the case of erasures affecting
the nmetadata, not until the object decoding is conpleted. The
details of course depend upon the transport protocol and the FEC code
used.

Appendi x B descri bes extensions that provide additional nmeans to
carry netadata, e.g., to communicate netadata ahead of tine.

3.3. Metadata Content
The followi ng netadata types are defined in [ RFC2616]:

0 Content-Location: the URI of the object, which gives the nane and
| ocation of the object.

o Content-Type: a string that contains the MM type of the object.

o Content-Length: an unsigned 64-bit integer that contains the size
in bytes of the initial object, before any content encoding (if
any) and wi thout considering the FCAST Header. Note that the use
of certain FEC schenes MAY further limt the maxi mum val ue of the
obj ect.
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0 Content-Encoding: a string that contains the optional encoding of
t he object performed by FCAST. For instance:

Cont ent - Encodi ng: gzip

i ndi cates that the object has been encoded with GZI P [ RFC1952].
If there is no Content-Encoding entry, the receiver MJST assune
that FCAST did not nodify the original encoding of the object
(defaul t).

The followi ng additional netadata types are defined to check object
integrity:

0 Fcast-Obj-Digest-SHA256: a string that contains the "base64"
[ RFC4648] encoding of the SHA-256 nessage di gest of the object
[ RFC3174] [ RFC6234], before any content encoding is applied (if
any) and wi thout considering the FCAST Header. This digest is
meant to protect fromtransm ssion and processing errors, not from
del i berate attacks by an intelligent attacker (see Section 5).
This digest only protects the object, not the header, and
therefore not the nmetadata. A separate checksumis provided for
t hat purpose (Section 2.1).

0 Fcast-Obj-Digest-SHAL: simlar to Fcast-Obj-Di gest-SHA256, except
that SHA-256 is replaced by SHA-1. An FCAST sender MAY i ncl ude
both an Fcast-Qbj-Di gest-SHAL and an Fcast - Qbj - Di gest - SHA256
nmessage digest in the metadata, in order to let a receiver select
the nost appropriate algorithm (e.g., depending on |oca
processi ng power).

The followi ng additional netadata types are used for dealing with
very large objects (e.g., objects that largely exceed the working
menory of a receiver). Wen this happens, the netadata associated to
each sub-object MIST include the followi ng entries:

0 Fcast-Obj-Slice-Nb: an unsigned 32-bit integer that contains the
total nunber of slices. A value greater than 1 indicates that
this object is the result of a split of the original object.

0 Fcast-Obj-Slice-ldx: an unsigned 32-bit integer that contains the
slice index (in the {O .. SliceNb - 1} interval).

0 Fcast-Obj-Slice-Ofset: an unsigned 64-bit integer that contains
the of fset at which this slice starts within the original object.

Future | ANA assignnents to extend the set of netadata types supported
by FCAST are to be nmade through Expert Review [ RFC5226].
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3.4. Carousel Transn ssion

A set of FCAST Conmpound Obj ects schedul ed for transmission is
considered a logical "Carousel". A given "Carousel Instance" is
conprised of a fixed set of Conpound Cbjects. Wenever the FCAST
application needs to add new Conpound Objects to or renove old
Compound Obj ects fromthe transm ssion set, a new Carousel |nstance
is defined, since the set of Conpound Objects changes. Because of
the native object multiplexing capability of both ALC and NORM a
sender and receiver(s) are both capable of nultiplexing and
demul ti pl exi ng FCAST Conpound Obj ects.

For a given Carousel Instance, one or nore transnission cycles are
possi ble. During each cycle, all of the Conpound Ohjects conprising
the carousel are sent. By default, each object is transnitted once
per cycle. However, in order to allow different levels of priority,
some objects MAY be transnmitted nore often than others during a cycle
and/ or benefit from higher FEC protection than others. For exanple,
this can be the case for the CID objects (Section 3.5), where extra
protection can benefit overall carousel integrity. For sonme FCAST
usage (e.g., a unidirectional "push" node), a Carousel |nstance may
be sent in a single transmi ssion cycle. In other cases, it may be
conveyed in a | arge nunber of transm ssion cycles (e.g., in
"on-demand" nobde, where objects are nmade avail able for downl oad
during a long period of tine).

3.5. Carousel Instance Descriptor Special Object

The FCAST sender can transmit an OPTIONAL CID. The CID carries the
list of the Conmpound (bjects that are part of a given Carouse

I nstance by specifying their respective Transport Object ldentifiers
(TA's). However, the CI D does not describe the objects thensel ves
(i.e., there is no netadata). Additionally, the CID MAY include an
"Fcast-CI D-Conpl ete: 1" nmetadata entry to indicate that no further
nmodi fication to the enclosed list will be done in the future.
Finally, the CID MAY include a Carousel Instance ID (ClID) that
identifies the Carousel Instance it pertains to. These aspects are
di scussed in Section 2.2.

There is no reserved TO value for the C D Conpound Cbject itself,
since this special object is regarded by ALC/ LCT or NORM as a
standard object. On the contrary, the nature of this object (CID) is
i ndi cated by neans of a specific FCAST Header field (the "C' flag
fromFigure 1) so that it can be recogni zed and processed by the
FCAST application as needed. A direct consequence is that since a
recei ver does not know in advance which TO wll be used for the
following CID (in the case of a dynam c session), it MJST NOT filter
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out packets that are not in the current CIDs TO list. Said
differently, the goal of the CIDis not to set up ALC or NORM packet
filters (this nmechani smwuld not be secure in any case).

The use of a CIDremains OPTIONAL. If it is not used, then the
clients progressively learn what files are part of the Carouse

I nstance by receiving ALC or NORM packets with new TO's. However
using a CID has several benefits:

0 When an "Fcast-Cl D Conplete" nmetadata entry set to
"Fcast-CI D-Conpl ete: 1" is included, the receivers know when they
can | eave the session, i.e., when they have received all the
objects that are part of the last Carousel Instance of this
delivery session.

0 In the case of a session with a dynam c set of objects, the sender
can reliably informthe receivers that some objects have been
removed fromthe carousel with the CID. This solution is nore
robust than the Close bject "B" flag of ALC/LCT, since a client
with intermttent connectivity mght |lose all the packets
containing this "B" flag. And while NORM provi des a robust object
cancel | ati on mechanismin the formof its NORM CVD( SQUELCH)
message in response to receiver NACK repair requests, the use of
the CID provides an additional neans for receivers to |learn of
objects for which it is futile to request repair.

o The TA equival ence (Section 3.6) is signaled within the CI D

During idle periods, when the Carousel Instance does not contain any
object, a CIDwith an enpty TO list MAY be transnmtted. |In that
case, a new Carousel Instance |ID MJUST be used to differentiate this
(enpty) Carousel Instance fromthe other ones. This nmechani smcan be
useful to informthe receivers that:

o all the previously sent objects have been renoved fromthe
carousel. This therefore inproves the robustness of FCAST even
during "idle" periods.

0 the session is still active even if there is currently no content
being sent. Said differently, it can be used as a heartbeat
mechanism |If no "Fcast-Cl D Conplete" netadata entry is included
(or if set to "Fcast-CID-Conplete: 0"), it inforns the receivers
that the Carousel |nstance nay be nodified and that new objects
could be sent in the future.
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3.6. Conmpound bject Identification

The FCAST Compound Objects are directly associated with the object-
based transport service that the ALC and NORM protocols provide. In
each protocol, the packets containing transport object content are

| abeled with a nuneric transport object identifier: the TO wth ALC,
and the NormTransportld with NORM For the purposes of this
docunent, this identifier in either case (ALC or NORM is referred to
as the TO.

There are several differences between ALC and NORM

0 ALC s use of the TO is rather flexible, since several TO field
sizes are possible (from16 to 112 bits); since this size can be
changed at any time, on a per-packet basis; and since the
managenent of the TAO is totally free as long as each object is
associated to a unique TA (if no waparound occurred).

0 NORM s use of the TO serves a nore "directive" purpose, since the
TA fieldis 16 bits long and since TO s MJST be managed
sequenti al ly.

In both NORM and ALC, it is possible that the transport
identification space eventually waps for long-lived sessions
(especially with NORM where this phenonenon is expected to happen
nmore frequently). This can possibly introduce sone anbiguity in
FCAST object identification if a sender retains sone ol der objects in
newer Carousel Instances with updated object sets. To avoid
anbiguity, the active TOs (i.e., the TOs corresponding to objects
being transnmitted) can only occupy half of the TO sequence space.

If an old object whose TO has fallen outside the current w ndow
needs to be transmtted again, a new TO nust be used for it. |In the
case of NORM this constraint linmts to 32768 the nmaxi num nunber of
objects that can be part of any Carousel |nstance.

In order to allow receivers to properly conbine the transport packets
with a newy assigned TO to those associated to the previously
assigned TO, a nmechanismis required to equate the objects with the
new and the old TOs. This nmechanismconsists of signaling, within
the CID, that the newWy assigned TO for the current Carousel
Instance is equivalent to the TO used within a previ ous Carousel

I nstance. By convention, the reference tuple for any object is the
{TA; CID} tuple used for its first transm ssion within a Carousel
Instance. This tuple MJUST be used whenever a TA equival ence is
provided. Section 2.2 details how to describe these TA

equi val ences.
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3.7.

FCAST Sender Behavi or

This section provides an informative description of expected FCAST
sender behavior. The follow ng operations can take place at a
sender:

1

The user (or another application) selects a set of objects (e.g.,
files) to deliver and subnmits them along with their netadata, to
the FCAST application.

For each object, FCAST creates the Conpound Object and registers
it in the Carousel Instance.

The user then inforns FCAST that all the objects of the set have
been subnitted. |If the user knows that no new object will be
submitted in the future (i.e., if the session’s content is now
complete), the user inforns FCAST. Finally, the user specifies
how many transm ssion cycles are desired (this nunber may be
infinite).

At this point, the FCAST application knows the full list of
Compound Obj ects that are part of the Carousel |nstance and can
create a CID if desired, possibly with "Fcast-Cl D-Conplete: 1" if
no new objects will be sent in the future.

The FCAST application can now define a transm ssion schedul e of
t hese Conpound bjects, including the optional CID. This
schedul e defines in which order the packets of the various
Compound (bj ects should be sent. This docunent does not specify
any schene. This is left to the devel oper within the provisions
of the underlying ALC or NORM protocol used and the know edge of
the target use-case

The FCAST application then starts the carousel transm ssion, for
the nunber of cycles specified. Transm ssions take place until

* the desire